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This is just a sample of one solution we implemented. 
 
It is not as secure as digital signature and is not intended to replace digital signatures. We had a few problems with the signature field and digital signatures. One was file size, because Acrobat saves a complete copy each time a signature field is signed, the file size balloons. Secondly, once signed you cannot attached a document. 
 
This solution is intended for in-house applications, where there is an element of trust. 
 
A user is given a unique code. For this example these are the person's initials, Niall O'Donovan = nod. 
 
The solution is reasonable secure as this unique code is stored as a HASH string. 
 
Once you hit the button you have a set time to select your user name and input the random SafeCode + your unique code into the dialogue. If it all matches then the document will be signed. If not an error message will be displayed. 
 
To clear the signature field, click the sign button and cancel out of the dialogue. 
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